
Electronic Data Interchange

Enhanced to Support

Safety First Event Reporting

(SaFER)

Partnering to protect our employees and meet our challenges
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What if…

…simultaneous notification of injuries could be made 
to Injury Compensation, Safety and Occupational 
Health?

…injury data could be shared - without threat of 
Privacy Act issues - between Injury Compensation, 
Safety and Occupational Health?

…OSHA required forms could be stored electronically 
at each installation, and initial OSHA recordability 
captured virtually?

…DoD Safety Centers could retrieve a nightly extract 
of injury data to support aggregate trends and 
Component analysis?
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We can…

Introducing the Electronic Data Interchange enhancement 
to support Safety First Event Reporting.

• …utilize existing employee/supervisor EDI process to 
generate both OWCP initiating claim forms and OSHA 
recordkeeping forms.

• …establish an initial OSHA recordability status 
supporting both OSHA1960 and OSHA1904 rules.

• …leverage electronic email notification processes to 
immediately inform Injury Compensation, Safety, and 
Occupational Health of an injury or illness.

• …generate nightly data extracts to provide authorized 
accident related data to appropriate DoD Safety 
Centers.
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SaFER…

Is a first event notification system for Safety & 
Occupational Health.

Allows ICPAs continued control of case management 
within the injury compensation program.

Assists safety in continued efforts to record, analyze, 
and abate hazardous conditions.

Is NOT intended as a safety reporting system

Is NOT intended as a replacement for existing safety 
center applications

Is NOT intended to provide final OSHA recordability.
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Why?

“OSHA recommends that each agency analyze whether 

it would be just as easy and cost effective to comply 

with these [OSHA1904] requirements by implementing a 

system where OSHA 301 forms are completed 

contemporaneously with CA forms.”  

Thomas K Marple, OSHA

“…the use of electronic filing systems for Federal 

workers‟ compensation claims would facilitate the 

elimination of those data fields not needed by OSHA.”

OWCP - DOL
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How does this work?

Employee Reports 

the injury to his/her 

supervisor

Supervisor and Employee 

complete the On-Line 

initiating claim form

Injured employee signs 

the printed copy of the 

initiating claim form

Supervisor 

electronically submits 

claim for processing

Supervisor prints 

completed form

ICPA reviews claim for accuracy, 

enters appropriate codes, corrects any 

errors  and authenticates the claim

The responsible ICPA office 

is notified that a claim is 

awaiting authentication

Claim is batched 

for transmittal to 

OWCP

Certain Claim data is then 

loaded into the 

DIUCS2000 Case 

Management Module

OWCP receives claim, validates 

data, and submits data to District 

OWCP for case number 

assignment

Claim Number is 

received at National 

OWCP and transmitted 

back to ICUC

The responsible safety office 

and supervisor are notified 

that an accident occurred

Safety and Supervisor 

receive an electronic 

OSHA-301 form in PDF 

format
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Is Privacy Act data protected?

Dual Purpose Records

(DoD Disclosure)

Allowable to Safety

OWCP Owned Record

(DOL/GOVT-1)

Not Allowable to Safety

DoD Personnel/Payroll 

Records

(DoD Disclosure)

Employee Name *

Date of Injury

Date of Death

Location of Injury

Injury Zip Code

Cause of Injury

Nature of Injury

Extent of Injury

Anatomical Location

Side of Body

OSHA Type Code

OSHA Source Code

OSHA Site Code

Fatal Indicator

Claim Form Received

OSHA Log Number

Social Security Number

Date of Birth

Home Telephone

Grade/Level/Step

Home Address

Dependent Status

Retirement Coverage

Third Party Indicator

Third Party Name

Third Party Address

Physician Name

Physician Address

First Medical Care Date

Disability Status

DOI Pay Rate

NCMF Entire File

ACPS/BPS Entire Files

DCPDS Personnel Extract

(Entire File Layout)

DFAS Payroll Extract

(Entire File Layout)

Those with a need to 

know must obtain 

approval from source 

database owners.

* Except in Privacy Cases
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Demonstration

Safety First Event Reporting



11

IN FRONT WALKWAY AT 1400 KEY BLVD, ARLINGTON VA 

WHILE WALKING INTO THE BUILDING FROM BREAK, I SLIPPED 

ON THE WET FLOOR.  THE CUSTODIAN JUST WASHED THE 

MARBLE FLOOR AND IT WAS VERY SLIPPERY. 

SPRAINED LEFT ANKLE 

22209
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X

WASH-AND-GO JANITORIAL SERVICES

1111 WILSON BLVD

ARLINGTON

VA 22209

FRANKELFRITZ FERDINAND L MD

13059 ADIRONDACK HTS

ARLINGTON

VA 22209

09-07-2004 X X
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X
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X
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X

X 2,3
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X

X 2
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RICHARDSON BRYAN

SUPERVISOR BRYAN.RICHARDSON@CPM

BRYAN.RICHARDSON@CPMS.OSD.MIL

X

(703) 696-1989

X
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How do we get started?

1. Establish a routing association in SaFER

2. Establish an ‘alias’ email distribution grouping

3. Notify CPMS-ICUC of ‘alias’ email address
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Establish Routing Association

Routing associations currently exist in EDI to notify 
ICPAs when an injury occurs:

• Uses the Agency CPO code in the injured 
employee’s personnel record

• Matches to the DOL CPO code used by OWCP to 
correspond with the ICPA office.

Personnel Record:

SSN

DOB

Agency CPO

(first two characters of 

the employee’s Position 

Description)
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Establish Distribution Grouping

The EDI Tracking System e-mail exchange requires the use of a 
unique, distribution group email address known as an ‘alias email 
address’. This address is intended only for e-mail generated by the EDI 
program and the EDI program administrator.

This distribution grouping may contain any SOH personnel deemed 
appropriate for a particular organization or installation responsible for 
investigating and abating safety issues. 

To establish a distribution grouping email address, contact your local 
information systems.  They have the ability to establish a unique group 
address, and add individual email address for the entire SOH staff. 

Preferred address includes: „safety@[installation].[component].mil‟
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Notify CPMS-ICUC

Once a distribution grouping account has been established for 
your office, notify ICUC Customer Support of the following:

• Alias e-mail address

• DOL Civilian Personnel Office code – (The ICPA 
responsible for claims will be able to provide this code to 
you)

Personnel Record:

SSN

DOB

Agency CPO

(first two characters of 

the employee’s Position 

Description)

mailto:icpa@cpms.osd.mil?subject=Request for access to EDI - Alias email address attached.

